CHRIST

(DEEMED TO BE UNIVERSITY)
BANGALORE-INDIA

Notice for the PhD Viva Voce Examination

Mr Raghavendra Rao A (Registration Number: 2071906), PhD scholar at the School of Sciences,
CHRIST (Deemed to be University), Bangalore will defend his PhD thesis at the public viva-voce
examination on Tuesday, 19 September 2023 at 11.00 am in Room No. 044, Ground Floor, R & D
Block, CHRIST (Deemed to be University), Bengaluru - 560029.

Title of the Thesis : Design and Development of Artificial
Intelligence Based Knowledge Management
System for Managing Software Security

Vulnerabilities
Discipline : Data Science
External Examiner - Dr Soumyadev Maity

(Outside Karnataka) Associate Professor
Department of Information Technology
Indian Institute of Information Technology, Allahabad
Prayagraj, Uttar Pradesh - 211012

External Examiner : Dr R Muthukumar
(Within Karnataka) Director
Centre For Reliability

Electronics Test and Development

Ministry of Electronics and Information Technology
Government of India, Thiruvanmiyur

Chennai — 600041

Tamil Nadu

Supervisor : Dr Debabrata Samanta
Associate Professor
Department of Computer Science
School of Sciences
CHRIST (Deemed to be University)
Bengaluru - 560029
Karnataka

The members of the Research Advisory Committee of the Scholar, the faculty members of the
Department and the School, interested experts and research scholars of all the branches of research
are cordially invited to attend this open viva-voce examination.

Place: Bengaluru Reglstrar-
Date: 06 September 2023



ABSTRACT

Software development practices play a significant role in building the world’s future. It is the place where
exciting technological evolution begins in the world. Exploration of critical challenges in the area of software
development plays a significant role in fueling the pace of technological progression in the industry. This
work focuses on exploring important areas of software development practices and problems faced by the
industry. Understanding the critical parts of the software system development eco-system and the stakeholders
associated with those will be important.

Customers of software development teams, the software development industry and knowledge sources, and
the software development internal eco-system are the broad focus areas of study. Leveraging the data already
spread across the eco-system and facilitating easy access to practitioners as and when there is a need will be
one of the primary focuses. The software development landscape module, customer landscape module, and
industry landscape module are the key modules that will be explored in this work. The core aspiration of the
work will be to integrate all the possible data across the industry and process the same and make it easily
accessible to the practitioners as and when they are needed. The process also makes the data smarter and more
insightful over time.
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